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Academic License for TU/e WIN Security Group Databases for Scientific, Non-Profit, Non-Commercial Purposes

Technische Universiteit Eindhoven, The Department of Mathematics and Computer Science (WIN), Groene Loper 5, 5612AE, Eindhoven, the Netherlands
Hereinafter TU/e by means of

	
	
	Robert van der Drift
(Managing Director)

	
	
	TU/e REPRESENTATIVE


· Hereby grants a free non-exclusive non-transferable license for the Security Dataset(s) 
· MALMARKET_VULNS

· to:

DEPARTMENT, ORGANIZATION
ADDRESS, COUNTRY
Hereinafter RECIPIENT by means of
	Name

(Position)
	
	Name

(Position)

	RECIPIENT SCIENTIST(S)
	
	RECIPIENT REPRESENTATIVE


Under the terms and conditions stated herein:
1. The RECIPIENT asks rights to access the DATASETS mentioned above among the following ones
· MALMARKET_VULNS: is a snapshot of data on CVEs traded in an underground Russian market collected in April 2017
A description of the tables and entries in of the DATASETS is provided as ANNEX A.

2. The RECIPENT intends to use the dataset for the following scientific, non-profit, non-commercial purposes

Write here the broad goal of the research
The RECIPENT agrees that such purposes, the name of the RECIPIENT’s scientist(s) and affiliation, and any publications by the RECIPIENT that uses the DATASETS will be listed by TU/e on the web site http://security1.win.tue.nl/
3. "MODIFICATIONS" of DATASETS is software or database tables or database columns created by RECIPIENT which contains/incorporates DATASETS or a part thereof or SQL code and data table values of DATASETS or a part thereof.
4. The RECIPIENT is free to make MODIFICATIONS of DATASETS by making in-house copies of tables and to modify copied tables, for example by the addition of columns and changing of data. The RECIPIENT is free to use the database in-house as he/she wishes and to create logical objects containing original and/or derived data so long as such use does not violate terms specified in this agreement.
5. The license is free of charge so long as DATASETS, or any component of DATASETS, or any derivative work that includes or depends on DATASETS in whole or in part, is used for the purpose mentioned in article 2 only. Any other use of DATASETS and use of MODIFICATIONS of DATASETS for other purposes, alone or integrated into other databases or software, requires prior written consent by TU/e.
6. RECIPIENT shall have the right to publish its findings and results related to DATASETS, at the following conditions

a. For MALMARKET_VULNS
i. TU/e researchers are cited as the source of DATASETS 
ii. All references below are cited in the publication.


1. Luca Allodi. 2017. Economic Factors of Vulnerability Trade and Exploitation: Empirical Evidence from a Prominent Cybercrime Market. Proceedings of the 2017 ACM SIGSAC Conference on Computer and Communications Security. ACM. DOI=10.1145/3133956.3133960
2. Luca Allodi and Fabio Massacci. 2014. Comparing Vulnerability Severity and Exploits Using Case-Control Studies. ACM Transactions on Information and System Security. 17(1), 20pp, 2014. DOI=10.1145/2630069
The RECIPIENT undertakes to notify TU/e of the existence of the publication by email at data_security@tue.nl
7. It is the responsibility of the RECIPIENT to read the articles mentioned in Article 6 in order to understand the scientific limitations of the DATASETS.
8. No property rights with respect to DATASETS shall transfer to RECIPIENT through this agreement. TU/e may demand compensation for uses other than those granted in this license according to article 2. 
9. The RECIPIENT shall use DATASETS of the purpose mentioned under article 2 only and agrees not to give the data to third parties or grant licenses which include DATASETS, alone or integrated into other databases, to third parties without prior consent of TU/e. 
RECIPIENT may not place DATASETS on public servers unless prior agreement is given by TU/e.
TU/e may demand compensation from RECIPIENT for transfer of information and licenses granted to third parties by RECIPIENT.
10. The RECIPIENT undertakes to refer any requests by third parties for the provision of DATASETS to TU/e at data_security@tue.nl
11. Where the research involving DATASETS results in an invention or patentable MODIFICATION of DATASETS, RECIPIENT and its Researcher/s shall promptly disclose this development to TU/e. RECIPIENT and TU/e shall decide in common about the inventorship, taking due consideration TU/e's contribution to the invention through DATASETS. Decisions about further proceedings, such as filing of a patent application or exploitation, shall be made after inventorship is determined. 

12. DATASETS is not guaranteed as suitable for use with any application. TU/e gives no warranty express or implied of any kind with regard to the distribution, content or operation of DATASETS, in particular but not limited to any warranty of suitability or fitness for any purpose. In no case TU/e will be liable for damages occurred through the use of DATASETS.
13. TU/e will disclose any known rights of third parties to DATASETS. However, TU/e does not warrant for any possible infringement of rights. RECIPIENT has to acquire on his own all necessary licenses for supporting DATASETS if not otherwise agreed in writing. 
14. This license covers usage of DATASETS only, and does not of itself entitle the RECIPIENT to any support from TU/e in the installation, maintenance or use of DATASETS. Distributions of DATASETS and updates to it will be accompanied by a document clarifying issues related to support. RECIPIENT will inform TU/e of any defects found in DATASETS by email at data_security@tue.nl

15. This agreement may be terminated by either party with two months notice.

	
	
	Robert van der Drift
(Managing Director)

	
	
	TU/e REPRESENTATIVE

	
	
	

	
	
	Date and signature 


	Name

(Positions)
	
	Name

(Position)

	RECIPIENT SCIENTIST(S)
	
	RECIPIENT REPRESENTATIVE

	
	
	

	Date and signature
	Stamp of the Organization
	Date and signature 


ANNEX A – DATASET DESCRIPTION
1. MALMARKET_VULNS

Note: SYM data is licensed under the University of Trento’s agreement here: https://securitylab.disi.unitn.it/doku.php?id=datasets and is not available under the present license.
· CVE: vulnerability identifier
· CWE: Common Weakness Enumeration classification of the vulnerability type: http://cwe.mitre.org
· EDB: presence of CVE on the Exploit DB as of April 2017. Sourced from: http://www.cve.mitre.org/data/refs/refmap/source-EXPLOIT-DB.html
· CVSS: Vulnerability severity computed over the Common Vulnerability Scoring System v2 as provided by the National Vulnerability Database (NVD)
· cve_pub_date: Date of publication of the vulnerability CVE on the NVD. This does NOT correspond to the date of vulnerability discovery.
· [AV,AC,PR,C,I,A]: CVSS vector of vulnerability characteristics (access vector, access complexity, privileges required (authentication), confidentiality, integrity, availability)
· swOr: name of affected software reported on the NVD
· sw: parsed name of affected software
· vendorOr: name of software vendor reported on the NVD
· vendor: parsed name of software vendor
· anonAuthor: anonymized name of market seller
· registered.on: date of registration of market seller on the forum
· reputation.Apr.2017: reputation level of market seller as of April 2017
· pub_date: date of publication of the CVE in the market ad
· replies: number of received replies as of April 2017
· last.reply: date of last reply as of April 2017
· price: upfront cost of exploit bundle if available
· rent.day: daily rent of package is available
· rent.week: weekly rent of package is available
· rent.month: monthly rent of package is available
· package: identifier of package bundling exploits
· type: classification of product type: EKIT, MALWARE, STANDALONE
· CVSSCat2: categorization of CVSS severity calculated on CVSS score
· This is a readable summary of your rights and obligations. It is provided for your convenience only. The formal text of the agreement is the only binding document.
You can

1. share these datasets in whatever format with any member of your institution—faculty, administration, students, research associates in the case of universities, and employees in the case of government ministries and research organizations;

2. use these datasets in creative ways for scientific, not-profit, non-commercial use including publications under the terms of the agreement.

You cannot

1. post any of these datasets on your website such that it becomes available to non-members of your institution, or make copies that circulate outside of your institution;

2. use it for profit or commercial purposes unless agreed in writing.

You agree to

1.  cite the appropriate reference work in all your publications that make use of the datasets or its derivatives;

2. provide us the information on the publication where you used the data by email to data_security@tue.nl for the purposes of posting it on our web site 

http://security1.win.tue.nl with your name and affiliation;

3. refer to us any person or organization outside your institution who would like to use the data.

You are aware that

1. other parties may have rights or set licensing obligations in some of the data contained in the datasets and it is up to you to obtain permissions from these parties if needed;

2. the datasets may contain errors or may be unfit for your purposes and we bear no liability for any problem you might encounter.


